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Seminar Type: (See appendix) 

Seminar Level: Intermediate 
 
Class Description: Learn the “Why” and “How” of conducting internal audits and reporting on 
your data and servicing workflows.  There will be a discussion on the different types of audits:  
workflow/procedure compliance, data integrity, E&O prevention, workflow monitoring, backlog 
review etc.   
 
Learning Outcomes: 

 Understand what information to audit and why 
 See examples of data audit questions 
 Learn what reports to use to audit your data 
 Analyze and evaluate the results of the audits 
 Other ways to use data audits and reports 

 
Assumptions: This seminar is based on the following 
      Applied Epic 2018 
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Purpose of Auditing 

 Accuracy of your reports 

 Standardizing Workflows 

 Data cleanup post-migration 

 To prevent “Errors and Omissions” 
o Education and training 
o Consistent procedures 
o Documentation 

 Balancing workload 

 Identify weaknesses and training opportunities 

 Performance Reviews 
 
You should audit on a regular basis.  It is especially crucial when you first go live on Epic to 
make sure that people are entering information correctly.  It is important after making any 
change of procedure or workflow to make sure that everyone understands the new way. 
 

Methods of Auditing 

 Monitor through use of reports 

 Internal Audits 
o Manager does “desk/account” reviews 
o Have the CSRs review someone else’s accounts 
o Another office reviews your accounts 

 Outsourced 
 
Use a combination of reports scheduled in Epic and account auditing for the best results.  
Reports give a high-level overview of data and processes.  Account auditing will provide a more 
detailed look at how/if workflows and procedures are being followed.  

Reports for Auditing Your Data 

Best Practices  

1. Schedule reports to run automatically to regularly audit data 
2. Run reports in Excel to further sort/filter and organize the data 
3. Use Pivot Tables to organize and sort data 
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New and Lost Business Reports 

Use to review monthly new and lost business.  Run separate reports with incorrect policy 

status to find errors. Schedule for delivery monthly to management for review.  

 Start with the Book of Business – Policy Book report 

 The same report is used for New and Lost Business.  
o New Business – Policy Effective Date:  System date -30 days 
o Lost Business – Policy Expiration Date:  System date -30 days 

 Run the report with correct statuses to review current new and lost business 

 Run the report with incorrect statuses to view errors – ex. NWQ – New Business Quote 
on new business or CAN – Cancelled General on lost business 
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Missed Renewals 

Use to review renewals that should have already been started based on agency procedure.  

Use to find renewals that expired and were not renewed.  Deliver to management for 

review and add to user’s Report Quick View for individual review.  

 Run multiple versions 

 Monthly: system date +30 days 
o Renewal should have been started in Epic but is not 

 Weekly:  system date +10 days 
o Renewal should have been started in Epic but is not 

 Monthly: system date -30 days 
o Policy expired and was not renewed 

 Use standard expiration report but change Major Sort to CSR 
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Policies In Process/Submitted over 60 Days 

Policies should move through the stages – In Process to Submitted to Issued.  If a policy 

is still In Process or Submitted stage over 60 days then review to find out why.   

 

 Start with Expiration Report 

 Schedule for delivery to management once per month.  Add to user’s Report Quick View 
so they can review regularly.   
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Overdue Activities 

Use this report to cleanup old activities, monitor workloads, and review appropriate use of 

activities, i.e. using the correct workflow activity.  Run once per month for regular review 

or as needed.  

 Use standard Activity Report with Major Sort by Who/Owner 

 Exclude Activity Notes and Tasks for a “count” only or include to see recent notes 
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 Alternative use for the report: 
o Run report for Open and Closed Activities if monitoring work by event driven 

activities 
o Be sure to add the activity to the event and set to Generate activity for event 

automatically then check the box for Hidden Activity in the activity configuration 
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Policies with No Transactions  

Run this report to verify that policies have been transacted.  Schedule to be delivered 

monthly.   

 Use the standard report found under Policy reports 

 Add CSR to Major Sort 

 Add Policy Effective Date to Minor Sort 

 Run monthly based on a time period of your choice, ex. Policies effective last 6 months 
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Active Accounts with No Active Policies 

Run this report for cleanup and then for regular monitoring of the inactivate account 

workflow.   

 Check to see if the report is already listed from Epic migration.  Listed in Account 
Reports.  If not, then start with Client List Report 

 Use agency defined categories or other user defined area to define policies that should 
not be inactivated yet, i.e. auditable policy or open claims existing 

 Schedule for monthly delivery and also add to Report Quick View for CSR to audit 
themselves 
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Audit Policy Commission Fields 

Run this report to verify that important fields are being entered correctly.  Review Pr/Br 

and Pr/Br Commission, Agency Commission, and find whether Estimated 

Premium/Commission are entered.  

 Start with Book of Business – Policy Book 

 Policy Effective Date:  System date -30 days 

 Add Pr/Br, Agency Comm to the layout of the report.  Remove Billed Prem/Comm and 
change from Annualized to Estimated Prem/Comm 
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Types of Audits  

Procedural Versus Data Audits 

 Procedural audits are based on your agency workflows and standards 
o Must be performed manually 
o Information cannot be captured via reports 
o Examples: Naming conventions, attachment placement, policy checked, 

marketing module use, binders issued properly, etc. 

 Data audits are a review of information in Applied Epic, policy documents, binders, 
proposals 

o Should be performed manually, and some information may be available through 
reports, but the report does not give you detail that manual auditing provides 

o Examples:  Does the proposed coverage match the issued policy and the 
application in Epic?   

 

Sample Audits 

    

Sample 1 – Outlook Email Management 

This agency’s procedure is to attach all client related emails in Epic.  Any emails that are still in 
the inbox are filed in sub-file folders.  This will reduce the number of unworked emails.   
 

Inbox Emails  
Unread Items in Inbox  
Items over 7 days old not filed  
Items over 60 days old not filed  
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Sample 2 – Data Input Audit – Epic Fields  

 Review sections of Epic to find whether fields are completed or if they are completed 
accurately.   

 These fields affect the integrity of your reports 
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Sample 3 – Data Input Audit – Policy Data 

 Perform data audits by comparing Epic application to the policy, binder, proposal, or 
quote for integrity of your policy data 
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Sample 5 – Workflow/Procedure Audit 

 In this example, the renewal process is reviewed to find whether the workflow or 
procedure is being followed correctly.  

 

 

Date 120 Days :  Organize Renewal 

 Renewal Started (Actions  Renew on policy screen or done in the Marketing Module) 

 Proposal/Summary of Insurance - prepared for the producer. 

 Renewal Questionnaire - sent to client 

  

 90 Days:  Underwriting Information 

 Discuss renewal instructions with the producer 

 Meeting with client and producer 

 Loss Runs 

 Experience Mod 

 Updated application (drivers, vehicles, locations, certificate holders etc.) 

 Update statement of values 

 BI/EE Worksheet 

 Account Balance 

 Flood Zones 

  

 60 Days Out - Quotes 

 Loss Summary prepared 

 Submit to carriers  (Note:  This depends on how early your underwriter will accept 
submission) 

  

 30 Days Out 

 Follow up for quotes and review for accuracy 

 Discuss quotes with producer 

 Negotiate with underwriter (premium & commission) 

 Prepare proposal and coverage recommendations 

  

 15 Days Out 

 Bind with carrier (Note:  The proposal, estimated premium, quote, & binder must all match) 

 Update policy screens to match what is bound 

 Update Certificate Holders and create Master Certificate 

 Get Statement of Values and/or BI/EE form signed 

 Send Surplus Lines Forms (if applicable) 

  

 7 Days Out 

 Enter transaction if agency bill 

 Send Binder (Carrier binder if we don’t have underwriting authority with this carrier) 

 Auto ID cards (if applicable) 

 Certificate of Insurance or Evidence of Property (if applicable) 

 Finance Agreement (if applicable) 

 Verify agency commission 

  

 45 Days Past 

 Policy – received, reviewed, and checked 

 Policies sent to client 

 Close activities 
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Creating Your Agency Audit 

 Start by formatting your data audit template by Client section in Epic 
o Ex. Account Detail, Policy Detail, Contacts, Policies, etc.  

 

 

 
 

DATA INPUT AUDIT 

 

ACCOUNT DETAIL SCREENS:   Yes No 

1. Is the branch correct?   

2. Is the servicing tab (AE, producer 1, A/R Manager) completed?   

3. Is the invoice and statement type correct?   

4.  Is there an email address entered?   

5. Are all the contacts added?   

    

Comments: 

 

 

 

POLICY DETAIL SCREEN Yes No 

1. Are the branch, profit center code, and department correct?    

2. Is the policy type correct?   

3. Is the status code correct?   

4. Is the policy number correct?   

5. Is the issuing location correct?   

6. Is the department code correct?   

7. Are the pay & billing mode correct?   

8. Are the effective and expiration dates correct?   

9. Are the issuing/billing company correct?   

10. Is the line commission entered?   

11. Is the estimated premium and commissions correct?   

12. Is the servicing tab complete?   

13. Is the Pr/Br completed correctly?   

14. Is the applicant and premises info on the Commercial AP completed?   

Comments: 
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APPLICATION / DECLARATION PAGE: Yes No 

1. Are all coverage lines represented with completed applications (including 

sub-sections)? 

  

2. Are the apps signed?   

3. Are the loss runs in attachments?   

4. All Vehicles listed on vehicle schedule?   

5. All Drivers on drivers schedule?   

6. All Locations on property schedule?   

7. All Equipment on equipment schedules?   

8. Limits/Deductibles entered & accurate?   

9. All loss payees, mortgagees, additional insureds included on application?   

10. All underwriting and general info complete?   

11. Are previous apps in history on renewals, rewrites?   

12.    

Comments: 

 
 

ACTIVITY CATEGORIES: Yes No 

1. Timely follow ups being made?   

2. Correct usage of activity codes?   

3. Was description line used effectively w/ required info and clear 

descriptions? 

  

4. Were activities closed out when completed?   

5. Are activities updated &/or closed out within agency standards?   

6. Was correspondence attached to the policy or line is applicable?   

7. Are ENDT, AUD, CANC, Dec Pages attached?   

9. Was agency procedure regarding activities followed during quote, 

proposal, bind, & issuance process? 

  

10. Are correct form letters being used (if applicable)?   

Comments:   
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Are You Ready To Audit? 

Here are the steps you need to take before you’re ready to audit: 

 Create or standardize your workflows 

 Implement those workflows and provide training 

 Enforce workflows with auditing and reports 
 

Getting Started 

 Decide if you will audit internally or outsource 

 Have a plan of action for using the results 

 Determine the type(s) of audits needed 

 Communicate with your employees 
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Appendix 

Seminar Types: 

Management 
Training & Staff Development 

 

Seminar Levels: 

 
Intermediate: An Intermediate level class takes the concepts originated from a basic 
level course, and adds more layers or parallel concepts. For functional courses, these 
classes will require the participant or attendee to have some basis to work from as they 
are learning new facets of the agency or brokerage management system or software 
program.  
 

 

 


